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EdgeLync
Segra’s EdgeLync provides a powerful solution for maintaining connectivity through 5G* technology. It offers a flexible and cost-
effective way to support your network infrastructure, whether as a high-speed backup or as a primary connection for remote 
locations. Businesses can access EdgeLync either on Segra’s secure, private fiber network or in other areas where Segra operates. 
The service ensures a reliable and secure wireless experience with integrated battery backup, guaranteeing service continuity for 
all Segra customers.

EdgeLync supports voice, data, and Internet traffic, ensuring business operations continue smoothly during service disruptions or when extending 

functionality to remote locations. Designed for maximum uptime, EdgeLync features automatic failover and failback, maintaining seamless operations 

even during network outages. Its dual SIM configuration provides flexibility in choosing preferred wireless providers for both primary and backup 

connections, offering unmatched reliability and control.

Features

•	 3 Wireless Carrier Options Available

•	 5G* capable, subject to carrier network availability

•	 Battery backup included (up to 8hrs)

•	 Cloud-based Management**

•	 Managed Router capabilities

Specifications

•	 Prerequisites: Segra WAN service (DIA or VPN)

•	 Availability: Across all states where Segra operates

•	 Address Validation: Required prior to 5G primary access deployments; not needed for backup services

•	 Wireless Solution: LTE (4G) available where 5G access is not available

*5G availability, coverage, and performance vary by area, network conditions, and device capabilities. 
Wireless LTE (4G) device available where 5G access is not available.

**Subject to conditions
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Customer Benefits

•	 Carrier-agnostic 

•	 24/7/365 performance monitoring and support 

•	 Automatic failover and failback 

•	 No data overages for backup or primary access implementations 

•	 Supports voice, data, and internet traffic


